ZARZADZENIE NR 16/26
WOJTA GMINY BRUDZEN DUZY
z dnia 2 lutego 2026 r.

w sprawie: powolania Administratora Systemow Informatycznych w jednostkach organizacyjnych
dzialajacych w ramach struktury jednostki samorzadu terytorialnego tj. Gminy

Na podstawie art. 30 ust. 1 ustawy o samorzadzie gminnym z dnia 8 marca 1990 r. (Dz. U. z 2025 r.
poz. 1153 z p6ézn.zm.) § 10 ust. 6 Regulaminu Organizacyjnego Urzedu Gminy Brudzen Duzy stanowiacy
zatgcznik nr 1 do Zarzadzenia Nr 20/2024 W¢jta Gminy Brudzen Duzy z dnia 30 sierpnia 2024 roku oraz
artykutu 5 ust. 1 lit. f, artykulu 32 ust. 1 rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679
z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (RODO),
zarzadzam co nastepuje:

§ 1. Wyznaczy¢ Panig Bozeng Miskiewicz - Inspektora na wieloosobowym stanowisku ds. informatyzacji do
pelnienia obowigzkoéw Administratora Systemow Informatycznych w jednostkach organizacyjnych w ramach

struktury jednostki samorzadu terytorialnego tj. Gminy Brudzen Duzy.

§ 2. Zakres czynno$ci wykonywanych przez Administratora Systemow Informatycznych stanowi zalacznik
nr 1 do niniejszego zarzadzenia.

§ 3. Nadzér nad wykonaniem zarzadzenia powierza si¢ Sekretarzowi Gminy Brudzen Duzy.

§ 4. Zarzadzenie wchodzi w zycie z dniem podpisania.

Wojt Gminy Brudzen Duzy

Michat Twardy
/-/
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Zatacznik nr 1

do zarzadzenia nr 16/26
Wojta Gminy Brudzen Duzy
z dnia 2 lutego 2026 r.

Zakres czynnoSci wykonywanych przez Administratora Systemow Informatycznych

Administrator Systemu Informatycznego koordynuje wszystkie prace niezbedne do efektywnego oraz
bezpiecznego zarzadzania systemem informatycznym. Jest zobowigzany do zapewnienia, poprzez
zastosowanie odpowiednich metod kontroli dostepu w taki sposob, ze wylgcznie uprawniony
uzytkownik ma dostegp do systeméw informatycznych;

Koordynuje zapewnienie statej sprawnosci urzadzen majacych wplyw na bezpieczenstwo danych;
Czuwa nad bezpieczenstwem systemow informatycznych;

Doradza w strategicznych decyzjach zwigzanych z bezpieczenstwem informacji;

Koordynuje zadania zwigzane z przeszkoleniem uzytkownikéw w zakresie obstugi sprzetu
informatycznego, oprogramowania systemowego oraz oprogramowania do obstugi aplikacji, ktore
beda wykorzystywali;

Koordynuje stosowanie si¢ uzytkownikéw do obowigzujacych procedur;

Utrzymuje i aktualizuje liste autoryzowanych uzytkownikéw systemu informatycznego;

Weryfikuje nadane w systemach informatycznych uprawnienia do przetwarzania danych osobowych
pod katem ich zgodno$ci z wpisami umieszczonymi w ewidencji uzytkownikéw systemow
informatycznych w ktorych przetwarzane sa dane osobowe;

Kontroluje likwidacje urzadzen komputerowych na ktérych zapisywane sa dane osobowe
z uwzglednieniem bezpieczenstwa danych osobowych;

Prowadzi nadzér nad wykonywaniem okresowych przegladow i konserwacji, zgodnie z odrgbnymi
procedurami, sprzg¢tu IT, systemoéw informatycznych, aplikacji oraz elektronicznych no$nikéw
informacji, na ktérych przetwarzane sa dane osobowe;

Czuwa nad identyfikacja 1 analizg zagrozen oraz ryzyk, na ktore moze by¢ narazone przetwarzanie
informacji chronionych w systemach IT;

Koordynuje podejmowanie natychmiastowych dzialan zmierzajacych do usunigcia przyczyn
incydentu/naruszenia, zapobiezenia dalszym skutkom oraz zabezpieczenia cigglosci dziatania
systemow IT z uwzglednieniem ich zwigkszonego zabezpieczenia, w przypadku stwierdzenia
incydentu naruszenia cyberbezpieczenstwa w systemach IT, zgodnie z przyjeta Procedura
postepowanie w sytuacji naruszenia ochrony danych osobowych, stanowigcg zatgcznik numer 14 do
Polityki ochrony danych osobowych;

Wspolpracuje z osobg petniaca funkcje Inspektora Ochrony Danych w jednostkach w sprawach
zwigzanych z bezpieczenstwem danych osobowych przetwarzanych w jednostkach;

Czuwa nad terminowos$cig opracowania i aktualizacji dokumentacji architektury sieci.
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