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ZARZĄDZENIE NR 16/26 

WÓJTA GMINY BRUDZEŃ DUŻY 

z dnia 2 lutego 2026 r. 

 

 

w sprawie: powołania Administratora Systemów Informatycznych w jednostkach organizacyjnych 

działających w ramach struktury jednostki samorządu terytorialnego tj. Gminy  

 

 

Na podstawie art. 30 ust. 1 ustawy o samorządzie gminnym z dnia 8 marca 1990 r. (Dz. U. z 2025 r. 

poz. 1153 z późn.zm.) § 10 ust. 6 Regulaminu Organizacyjnego Urzędu Gminy Brudzeń Duży stanowiący 

załącznik nr 1 do Zarządzenia Nr 20/2024 Wójta Gminy Brudzeń Duży z dnia 30 sierpnia 2024 roku oraz 

artykułu 5 ust. 1 lit. f, artykułu 32 ust. 1 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 

z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych 

osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (RODO), 

zarządzam co następuje:   

              

§ 1. Wyznaczyć Panią Bożenę Miśkiewicz - Inspektora na wieloosobowym stanowisku ds. informatyzacji do 

pełnienia obowiązków Administratora Systemów Informatycznych w jednostkach organizacyjnych w ramach 

struktury jednostki samorządu terytorialnego tj. Gminy Brudzeń Duży.    

                   

§ 2. Zakres czynności wykonywanych przez Administratora Systemów Informatycznych stanowi załącznik 

nr 1 do niniejszego zarządzenia.                                        

 

§ 3. Nadzór nad wykonaniem zarządzenia powierza się Sekretarzowi Gminy Brudzeń Duży.  

 

§ 4. Zarządzenie wchodzi w życie z dniem podpisania.  

 

 

 

 

 

Wójt Gminy Brudzeń Duży 

 

 

 

Michał Twardy 

/-/ 
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Załącznik nr 1 

do zarządzenia nr 16/26 

Wójta Gminy Brudzeń Duży  

z dnia 2 lutego 2026 r. 

 

Zakres czynności wykonywanych przez Administratora Systemów Informatycznych 

 

1. Administrator Systemu Informatycznego koordynuje wszystkie prace niezbędne do efektywnego oraz 

bezpiecznego zarządzania systemem informatycznym. Jest zobowiązany do zapewnienia, poprzez 

zastosowanie odpowiednich metod kontroli dostępu w taki sposób, że wyłącznie uprawniony 

użytkownik ma dostęp do systemów informatycznych; 

2. Koordynuje zapewnienie stałej sprawności urządzeń mających wpływ na bezpieczeństwo danych; 

3. Czuwa nad bezpieczeństwem systemów informatycznych; 

4. Doradza w strategicznych decyzjach związanych z bezpieczeństwem informacji; 

5. Koordynuje zadania związane z przeszkoleniem użytkowników w zakresie obsługi sprzętu 

informatycznego, oprogramowania systemowego oraz oprogramowania do obsługi aplikacji, które 

będą wykorzystywali; 

6. Koordynuje stosowanie się użytkowników do obowiązujących procedur; 

7. Utrzymuje i aktualizuje listę autoryzowanych użytkowników systemu informatycznego; 

8. Weryfikuje nadane w systemach informatycznych uprawnienia do przetwarzania danych osobowych 

pod kątem ich zgodności z wpisami umieszczonymi w ewidencji użytkowników systemów 

informatycznych w których przetwarzane są dane osobowe; 

9. Kontroluje likwidację urządzeń komputerowych na których zapisywane są dane osobowe 

z uwzględnieniem bezpieczeństwa danych osobowych; 

10. Prowadzi nadzór nad wykonywaniem okresowych przeglądów i konserwacji, zgodnie z odrębnymi 

procedurami, sprzętu IT, systemów informatycznych, aplikacji oraz elektronicznych nośników 

informacji, na których przetwarzane są dane osobowe; 

11. Czuwa nad identyfikacją i analizą zagrożeń oraz ryzyk, na które może być narażone przetwarzanie 

informacji chronionych w systemach IT; 

12. Koordynuje podejmowanie natychmiastowych działań zmierzających do usunięcia przyczyn 

incydentu/naruszenia, zapobieżenia dalszym skutkom oraz zabezpieczenia ciągłości działania 

systemów IT z uwzględnieniem ich zwiększonego zabezpieczenia, w przypadku stwierdzenia 

incydentu naruszenia cyberbezpieczeństwa w systemach IT, zgodnie z przyjętą Procedurą 

postępowanie w sytuacji naruszenia ochrony danych osobowych, stanowiącą załącznik numer 14 do 

Polityki ochrony danych osobowych;  

13. Współpracuje z osobą pełniącą funkcję Inspektora Ochrony Danych w jednostkach w sprawach 

związanych z bezpieczeństwem danych osobowych przetwarzanych w jednostkach; 

14. Czuwa nad terminowością opracowania i aktualizacji dokumentacji architektury sieci. 

 


